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3.2. Site Readiness Assessment 

All field locations will receive the GUI installation package via the SCCM process or VACS and 
the associated VS patch(es) from FORUM. 

3.2.1. Deployment Topology (Targeted Architecture) 

The VS GUI Release 1.7.12 package consists of both VistA Massachusetts General Hospital 
Utility Multi-Programming System (MUMPS or M) code and Windows workstation .msi 
installation files. 

The installation .msi is used to install the Windows executable for the VS GUI. It is 
automatically installed via SCCM on each end user's workstation or installed into a sites VACS 
folder. The distribution of access to the executable is the responsibility of OIT leadership at the 
VistA parent facility. It is strongly recommended that the executable be physically installed on 

each workstation to prevent errors arising from launching the application from an executable on 
a shared location. 

3.2.2. Site Information (Locations, Deployment Recipients) 

Site information, such as the Internet Protocol (IP) address, port number, and namespace of the 
Production environment, will differ at each VistA instance. Local site OIT personnel, working 

with local scheduling representatives, will determine the recipients of the VS GUI software. The 
expectation is that the VS GUI software will be deployed on all scheduling representatives’ 
workstations at each facility. 

3.2.3. Site Preparation 

The VS GUI Release 1.7.12 Version Description Document (VDD) and SD*5.3*796 Patch 
Description include a list of required patches and a summary of the installation order and will 
prepare each site for installation. Patches are released on the same day and in the installation 
order stated in the patch descriptions. 

3.3. Resources 

There will be a daily Initial Operating Capability (IOC) call set up for sites conducting IOC 
testing to support the personnel who are testing the product, should they encounter 
installation/deployment issues. If a site experiences issues during deployment, they should 
contact the VA Enterprise Service Desk (ESD) and submit a ServiceNow (yourIT) ticket to the 
work group VSE GUI T3. Once submitted, the VSE project team is alerted, and will then be able 

to provide targeted troubleshooting support during the daily IOC call. 

Supporting documentation for VS GUI Release 1.7.12 is available on the VA Software 

Document Library (VDL). 

3.3.1. Hardware 

There are no required changes to hardware for the VS GUI to function at each site. 
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4.6. Cron Scripts 

Not applicable to the installation of the updated VS GUI. 

4.7. Access Requirements and Skills Needed for the Installation 

The installer must have the authority and access to install VistA patches and GUI software. The 
installer must have Administrative access to the target workstation to run the .msi installation 
package, at a minimum. 

4.8. Installation Procedures 

Follow the instructions provided in the SD*5.3*796 Patch Description. 

4.9. Installation Verification Procedures 

Verify the installation of the updated VS GUI by: 

1. Ensuring that users can access the system 

2. Ensuring that users see the correct version number displayed on the login screen 

3. Confirming that users can access the newly installed software 

4. Verifying that the application works as expected 

4.10. System Configuration 

There are no system configuration changes needed. 

4.11. DB Tuning 

Not applicable to the installation of the updated VS GUI. 

5. Backout Procedures 

Installers with Administrative access can back out the installation process manually by following 
these steps: 

1. Open Windows Settings 

2. Click on Apps 

3. Find VistA Scheduling GUI 

4. Click on VistA Scheduling GUI 

5. Select Uninstall 

Schedulers who have the VS GUI application installed on their desktops and want it removed 
should follow the software removal procedures set by their local facility. This may include 
submitting a ServiceNow (yourIT) ticket to the VA ESD. 

 NOTE:  Please review the specific patch description for a VistA patch for 
backout instructions. 



 

VistA Scheduling Enhancements (VSE) 

DIBR for VS GUI Release 1.7.12 7 September 2021 

5.1. Backout Strategy 

The backout strategy is to uninstall the currently deployed VS GUI application and restore the 
previously deployed version of the VS GUI application. 

5.2. Backout Considerations 

Following are checkpoints to consider when determining if the software needs to be backed out: 

• The software functionality has been validated in Pre-Production (Mirror/Test) environment at 

the IOC sites 

• The software was validated in the Pre-Production environments at the VA Medical centers 
prior to installation in Production 

• The associated patch installations were conducted in the proper sequence 

• The patch description was reviewed to verify that the software was installed correctly 

• The patch description and/or the User Guide were used to determine if the software is 

functioning properly 

5.2.1. Load Testing 

Not applicable to the installation of the updated VS GUI. 

5.2.2. User Acceptance Testing (UAT) 

UAT is performed by OIT personnel during IOC testing to ensure the patch and/or updated GUI 
does not interfere with normal system operations. UAT begins in the Pre-Production 
environment with a copy of the existing Production system, but with only test users and a 
deidentified DB for testing purposes. 

When the site has completed its testing and any identified issues have been resolved, the code is 
moved to the Production environment and is monitored closely to see if there is any degradation 
in the functionality. Once any identified issues have been resolved, the application passes UAT 

and is approved for National Release. 

5.3. Backout Criteria 

If, in the process of testing either in the test or Production environments, the functionality, 
performance, or usability of the application falls below the minimum standard necessary to 
provide care to Veterans, site management may decide to back the application out. This step is 
never taken lightly and is only taken if it is believed that the care and treatment of Veterans will 

be compromised. 

5.4. Backout Risks 

The following are the risks of backing out the VS GUI: 

• Previous versions of the GUI may not remove all associated files and remains under the 

Add/Remove section of Windows 

• Functionality that was added to the application in the new release will be removed 

• Fixes that the new release resolved will be removed 
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• The status of some patient appointments may require manual fixes at the programmer level 

• If the backout was authorized due to a data problem, there is a potential that patient data 
could be compromised 

5.5. Authority for Backout 

The authority to determine the necessity for a backout and the approval of a backout varies by 
location. 

5.6. Backout Procedures 

The VS GUI can be backed out (uninstalled) using the following procedures: 

1. Open Windows Settings 

2. Click on Apps 

3. Find VistA Scheduling GUI 

4. Click on VistA Scheduling GUI 

5. Select Uninstall 

To continue using the application, install the previous version of the VS GUI by using the 
previous installation instructions for that specific release. 

5.7. Backout Verification Procedures 

Once the update has been backed out, the icon for the VistA Scheduling shortcut (Figure 1) will 
be removed from the previous location. 

Figure 1:  VistA Scheduling Desktop Shortcut 

 

6. Rollback Procedures 

Appointed site staff can run the standard patch removal tool to back out the patch(es). If a site 
determines that a roll back is required, a ServiceNow ticket should be registered with the VA 

ESD for assistance with a rollback. 

6.1. Rollback Considerations 

Following are checkpoints to consider when determining if the software needs to be rolled back: 

• Conduct a check of the Transport Global backup 

• Validate the checksum(s) 

• Check ServiceNow for the submission of previous VA ESD ticket resolutions 
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6.2. Rollback Criteria 

The criterion for rolling back to the previous version of the VS GUI is that the application is not 
performing as expected. 

6.3. Rollback Risks 

The following are the risks of rolling back to the previous version: 

• Previous versions of the GUI may not remove all associated files and remains under the 

Add/Remove section of Windows 

• Functionality that was added to the application in the new release will be removed 

• Fixes that the new release resolved will be removed 

• The status of some patient appointments may require manual fixes at the programmer level 

• If the backout was authorized due to a data problem, there is a potential that patient data 
could be compromised 

• Data changes to files cannot be rolled back and will need to be made via a new patch and 

post install-routine 

6.4. Authority for Rollback 

The decision to roll back the VS GUI is reached mutually among various stakeholders.  

6.5. Rollback Procedures 

Once approval for a rollback has been obtained, follow the procedures detailed below to roll 
back to the previous version of the product. 

Locate the results from your site’s Transport Global backup, done prior to installing the patches. 

The Transport Global backup creates a record of any routines exported with the installed patches. 
It will not back up any other changes, such as Data Dictionaries (DD) or templates. 

6.6. Rollback Verification Procedures 

Once the rollback is complete, the OIT programmer should manually verify that the GUI and 
VistA patch rollback was successful. Verification is performed by opening the application and 
having the user ensure that the application is performing as expected. When rollback is complete, 

validate the previous version of the GUI displays. 






